Приложение № 1

УТВЕРЖДЕНА

приказом Главного управления

МЧС России по Республике Бурятия

от \_\_\_\_\_\_\_\_\_\_\_\_\_\_№\_\_\_\_\_\_\_\_

**ПОЛИТИКА**

**ГЛАВНОГО УПРАВЛЕНИЯ МЧС РОССИИ ПО РЕСПУБЛИКЕ БУРЯТИЯ В ОТНОШЕНИИ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**

1. **ОБЩИЕ ПОЛОЖЕНИЯ**
   1. Настоящий документ определяет политику Главного управления МЧС России по Республике Бурятия в отношении обработки и защиты персональных данных (далее - Политика). Политика Главного управления МЧС России по Республике Бурятия (далее - Главное управление) в отношении обработки персональных данных разработана в целях обеспечения защиты прав и свобод субъектов персональных данных при обработке их персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну.
   2. Политика разработана в соответствии с положениями Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных»[[1]](#footnote-1) (далее - Федеральный закон «О персональных данных») и рекомендациями Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций от 31 июля 2017 г. «Рекомендации по составлению документа, определяющего политику оператора в отношении обработки персональных данных, в порядке, установленном Федеральным законом от 27 июля 2006 года № 152-ФЗ «О персональных данных»[[2]](#footnote-2).
   3. Основные понятия, используемые в Политике:

1.3.1. Персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных).

1.3.2. Обработка персональных данных - любое действие (операция) или совокупность действий (операций) с персональными данными, совершаемых с использованием средств автоматизации или без их использования. Обработка персональных данных включает в себя в том числе: сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение.

1.3.3. Автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники.

1.3.4. Распространение персональных данных - действия, направленные на раскрытие персональных данных неопределенному кругу лиц.

1.3.5. Предоставление персональных данных - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц.

1.3.6. Блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных).

1.3.7. Уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.

1.3.8. Обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных.

1.3.9. Информационная система персональных данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств.

* 1. Обработка персональных данных в Главном управлении осуществляется с соблюдением принципов и условий, предусмотренных законодательством Российской Федерации в области персональных данных.
  2. Главное управление, получив доступ к персональным данным, соблюдает конфиденциальность персональных данных - не раскрывает третьим лицам и не распространяет персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.
  3. Субъект персональных данных имеет право на получение информации, касающейся обработки его персональных данных, в том числе содержащей:

подтверждение факта обработки персональных данных Главным управлением;

правовые основания и цели обработки персональных данных;

цели и применяемые Главным управлением способы обработки персональных данных;

наименование и место нахождения Главного управления, сведения о лицах (за исключением работников Главного управления), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с Главным управлением или на основании федерального закона;

обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;

сроки обработки персональных данных, в том числе сроки их хранения;

порядок осуществления субъектом персональных данных прав, предусмотренных федеральным законом;

информацию об осуществленной или о предполагаемой трансграничной передаче данных;

наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Главного управления, если обработка поручена или будет поручена такому лицу;

иные сведения, предусмотренные Федеральным законом «О персональных данных» или другими федеральными законами.

1.7. Субъект персональных данных вправе требовать от Главного управления уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

1.8. Главное управление вправе:

отстаивать свои интересы в суде;

предоставлять персональные данные субъектов третьим лицам, если это предусмотрено действующим законодательством (налоговые, правоохранительные органы и др.);

отказывать в предоставлении персональных данных в случаях, предусмотренных законодательством;

использовать персональные данные субъекта без его согласия в случаях, предусмотренных законодательством.

1.9. При сборе персональных данных Главное управление обязано предоставить субъекту персональных данных по его просьбе информацию, предусмотренную частью 7 статьи 14 Федерального закона «О персональных данных».

1.10. При сборе персональных данных, в том числе посредством информационно-телекоммуникационной сети «Интернет», Главное управление обеспечивает запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных граждан Российской Федерации с использованием баз данных, находящихся на территории Российской Федерации, за исключением случаев, указанных в пунктах 2, 3, 4, 8 части 1 статьи 6 Федерального закона «О персональных данных».

**2. ЦЕЛИ СБОРА ПЕРСОНАЛЬНЫХ ДАННЫХ**

2.1. Обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.

2.2. Цели обработки персональных данных определены правовыми актами, регламентирующими деятельность Главного управления, в том числе приказом МЧС России от 27.03.2020 № 217 «Об утверждении Положения о территориальном органе Министерства Российской Федерации по делам гражданской обороны, чрезвычайным ситуациям и ликвидации последствий стихийных бедствий» (зарегистрирован в Министерстве юстиции Российской Федерации 20 июля 2020 г., регистрационный № 59030).

2.3. Обработка персональных данных осуществляется на основе следующих принципов:

обработка персональных данных осуществляется на законной и справедливой основе;

обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных;

объединение данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой, не допускается;

обработке подлежат только персональные данные, которые отвечают целям их обработки;

содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки;

при обработке персональных данных обеспечивается точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных;

принятие необходимых мер по удалению или уточнению неполных или неточных данных;

хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных;

обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

2.4. Цели обработки персональных данных в Главном управлении:

обработка персональных данных субъектов персональных данных в связи с реализацией служебных или трудовых отношений, в том числе в связи с реализацией основных и дополнительных образовательных программ, обеспечения жилыми помещениями, медицинского обеспечения, а также в целях противодействия коррупции;

обработка персональных данных субъектов персональных данных в связи с предоставлением государственных услуг, исполнением государственных функций;

обработка персональных данных субъектов персональных данных в связи с рассмотрением обращений граждан;

обработка персональных данных субъектов персональных данных в связи с посещением зданий и помещений Главного управления;

обработка персональных данных субъектов персональных данных, пострадавших в результате чрезвычайных ситуаций, террористических актов и (или) при пресечении террористических актов правомерными действиями, при пожарах, а также родственников и близких лиц погибших граждан и граждан, пострадавших в результате чрезвычайных ситуаций, террористических актов и (или) при пресечении террористических актов правомерными действиями, при пожарах;

размещение информации в сети «Интернет» о деятельности Главного управления в соответствии со статьей 13 Федерального закона от 9 февраля 2009 г. № 8-ФЗ «Об обеспечении доступа к информации о деятельности государственных органов и органов местного самоуправления»[[3]](#footnote-3).

**3. ПРАВОВЫЕ ОСНОВАНИЯ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**

3.1. Правовым основанием обработки персональных данных являются:

совокупность правовых актов, во исполнение которых и в соответствии с которыми Главное управление осуществляет обработку персональных данных:

Трудовой кодекс Российской Федерации[[4]](#footnote-4);

Гражданского кодекса Российской Федерации[[5]](#footnote-5);

Налоговый кодекс Российской Федерации[[6]](#footnote-6);

Бюджетный кодекс Российской Федерации[[7]](#footnote-7);

Федеральный закон от 27 июля 2006 г. № 149-ФЗ «Об информации, информационных технологиях и о защите информации»[[8]](#footnote-8);

Федеральный закон от 27 июля 2010 г. № 210-ФЗ «Об организации предоставления государственных и муниципальных услуг»[[9]](#footnote-9);

Федеральный закон от 27 июля 2004 года № 79-ФЗ «О государственной гражданской службе Российской Федерации»[[10]](#footnote-10);

Федеральный закон от 27 мая 2003 г. № 58-ФЗ «О системе государственной службы Российской Федерации»[[11]](#footnote-11);

Федеральный закон от 23 мая 2016 г. № 141-ФЗ «О службе в федеральной противопожарной службе Государственной противопожарной службы и внесении изменений в отдельные законодательные акты Российской Федерации»[[12]](#footnote-12);

Федеральный закон от 28 марта 1998 г. № 53-ФЗ «О воинской обязанности и военной службе»[[13]](#footnote-13);

Федеральный закон от 25 декабря 2008 г. № 273-ФЗ «О противодействии коррупции»[[14]](#footnote-14);

Федеральный закон от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»[[15]](#footnote-15);

Федеральный закон от 21 декабря 1994 г. № 68-ФЗ «О защите населения и территорий от ЧС природного и техногенного характера»[[16]](#footnote-16);

Федеральный закон от 21 декабря 1994 г. № 69-ФЗ «О пожарной безопасности»[[17]](#footnote-17);

Федеральный закон от 12 февраля 1998 г. № 28-ФЗ «О гражданской обороне»[[18]](#footnote-18);

Федеральный закон от 21 ноября 2011 г. № 323-ФЗ «Об основах охраны здоровья граждан в Российской Федерации»[[19]](#footnote-19);

Федеральный закон от 29 декабря 2012 г. № 273-ФЗ «Об образовании в Российской Федерации»[[20]](#footnote-20);

Федеральный закон от 9 февраля 2009 г. № 8-ФЗ «Об обеспечении доступа к информации о деятельности государственных органов и органов местного самоуправления»;

Федеральный закон от 28 марта 1998 г. № 52-ФЗ «Об обязательном государственном страховании жизни и здоровья военнослужащих, граждан, призванных на военные сборы, лиц рядового и начальствующего состава органов внутренних дел Российской Федерации, Государственной противопожарной службы, сотрудников учреждений и органов уголовно-исполнительной системы, сотрудников войск национальной гвардии Российской Федерации, сотрудников органов принудительного исполнения Российской Федерации»[[21]](#footnote-21);

[Федеральный закон от 6 мая 2011 г. № 100-ФЗ «О добровольной пожарной охране»](http://ivo.garant.ru/document/redirect/12185557/0)[[22]](#footnote-22);

Указ Президента Российской Федерации от 30 мая 2005 г. № 609 «Об утверждении Положения о персональных данных государственного гражданского служащего Российской Федерации и ведении его личного дела»[[23]](#footnote-23);

Указ Президента Российской Федерации от 1 февраля 2005 г. № 112 «О конкурсе на замещение вакантной должности государственной гражданской службы Российской Федерации»[[24]](#footnote-24);

приказ МЧС России от 27.03.2020 № 217 «Об утверждении Положения о территориальном органе Министерства Российской Федерации по делам гражданской обороны, чрезвычайным ситуациям и ликвидации последствий стихийных бедствий»;

договоры, заключаемые между Главным управлением и субъектом персональных данных;

согласие на обработку персональных данных.

**4. ОБЪЕМ И КАТЕГОРИИ ОБРАБАТЫВАЕМЫХ ПЕРСОНАЛЬНЫХ ДАННЫХ, КАТЕГОРИИ СУБЪЕКТОВ ПЕРСОНАЛЬНЫХ ДАННЫХ**

4.1. Содержание и объем обрабатываемых в Главном управлении персональных данных, в том числе в связи с реализацией служебных или трудовых отношений, а также в связи с оказанием государственных услуг и осуществлением государственных функций, определен приказом МЧС России от 31.10.2019 № 626 «Об обработке и обеспечении защиты персональных данных в Министерстве Российской Федерации по делам гражданской обороны, чрезвычайным ситуациям и ликвидации последствий стихийных бедствий» (зарегистрирован в Министерстве юстиции Российской Федерации 23 декабря 2019 г., регистрационный № 56953).

Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.

Принятие на основании исключительно автоматизированной обработки персональных данных решений, порождающих юридические последствия в отношении субъекта персональных данных или иным образом затрагивающих его права и законные интересы, не допускается.

4.2. К субъектам персональных данных, персональные данные которых обрабатываются в Главном управлении, относятся:

военнослужащие, проходящие военную службу в Главном управлении (далее - военнослужащие);

сотрудники федеральной противопожарной службы Государственной противопожарной службы Главного управления (далее - сотрудники);

граждане, поступающие на службу в федеральную противопожарную службу Государственной противопожарной службы в Главное управление;

федеральные государственные гражданские служащие Главного управления (далее - гражданские служащие);

граждане, претендующие на замещение должностей федеральной государственной гражданской службы в Главном управлении;

работники Главного управления, замещающие должности, не являющиеся должностями федеральной государственной гражданской службы (далее - работники);

граждане, претендующие на замещение должностей, не являющихся должностями федеральной государственной гражданской службы в Главном управлении;

лица, состоящие в родстве (свойстве) с субъектами персональных данных, указанными выше в настоящем пункте;

граждане, уволенные с военной службы (федеральной противопожарной службы Государственной противопожарной службы, федеральной государственной гражданской службы), работы из Главного управления;

физические лица и представители организаций, обратившиеся в Главное управление:

в связи с предоставлением государственных услуг;

в связи с исполнением государственных функций;

граждане, обратившиеся в Главное управление, в соответствии с Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;

посетители зданий и помещений Главного управления МЧС;

кандидаты на поступление в образовательные организации, находящиеся в ведении МЧС России;

граждане, пострадавшие в результате чрезвычайных ситуаций, террористических актов и (или) при пресечении террористических актов правомерными действиями, при пожарах, а также родственники и близкие лица погибших граждан и граждан, пострадавших в результате чрезвычайных ситуаций, террористических актов и (или) при пресечении террористических актов правомерными действиями, при пожарах.

4.3. Обработка специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни, допускается в случае, если субъект персональных данных дал согласие в письменной форме на обработку своих персональных данных.

4.4. Обработка биометрических персональных данных может осуществляться только при наличии согласия в письменной форме субъекта персональных данных.

**5. ПОРЯДОК И УСЛОВИЯ ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**

5.1. Главное управление осуществляет обработку персональных с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

5.2. Обработка персональных данных осуществляется:

неавтоматизированным методом;

в государственных информационных системах;

в информационных системах персональных данных.

При этом, обработка персональных данных, содержащихся в информационной системе персональных данных либо извлеченных из такой системы, считается осуществленной без использования средств автоматизации (неавтоматизированной), если такие действия с персональными данными, как использование, уточнение, распространение, уничтожение персональных данных в отношении каждого из субъектов персональных данных, осуществляются при непосредственном участии человека.

Обработка персональных данных не может быть признана осуществляемой с использованием средств автоматизации только на том основании, что персональные данные содержатся в информационной системе персональных данных либо были извлечены из нее.

5.3. Обработка персональных данных осуществляется с соблюдением принципов и правил, предусмотренных Федеральным законом «О персональных данных».

5.4. Сроки обработки персональных данных определяются целями их обработки. Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки.

5.5. Главное управление вправе передавать персональные данные органам дознания и следствия, иным уполномоченным органам по основаниям, предусмотренным действующим законодательством Российской Федерации.

Главное управление и иные лица, получившие доступ к персональным данным, обязаны не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.

Главное управление обязано уведомлять субъекта персональных данных об обработке персональных данных в том случае, если персональные данные были получены не от субъекта персональных данных, за исключением случаев:

субъект персональных данных уведомлен об осуществлении обработки его персональных данных;

персональные данные получены в связи с исполнением договора, стороной которого либо выгодоприобретателем или поручителем, по которому является субъект персональных данных, или на основании федерального закона;

персональные данные сделаны общедоступными субъектом персональных данных или получены из общедоступного источника;

обработка персональных данных осуществляется для статистических или иных исследовательских целей, если при этом не нарушаются права и законные интересы субъекта персональных данных.

5.6. Главное управление обязано принимать меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами. Состав и перечень мер по обеспечению безопасности персональных данных при их обработке определяются приказом МЧС России от 31.10.2019 № 626 «Об обработке и обеспечении защиты персональных данных в Министерстве Российской Федерации по делам гражданской обороны, чрезвычайным ситуациям и ликвидации последствий стихийных бедствий».

Главное управление при обработке персональных данных принимает необходимые правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

5.7. Условием прекращения обработки персональных данных является:

достижение целей обработки персональных данных;

истечение срока действия согласия субъекта персональных данных на обработку его персональных данных;

отзыв согласия субъекта персональных данных на обработку его персональных данных;

выявление неправомерной обработки персональных данных.

5.8. Хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом

При осуществлении хранения персональных данных Главное управление обязано использовать базы данных, находящиеся на территории Российской Федерации, в соответствии с ч. 5 ст. 18 Федерального закона «О персональных данных».

Использование и хранение биометрических персональных данных вне информационных систем персональных данных могут осуществляться только на таких материальных носителях информации и с применением такой технологии её хранения, которые обеспечивают защиту этих данных от неправомерного или случайного доступа к ним, их уничтожения, изменения, блокирования, копирования, предоставления, распространения.

Персональные данные при их обработке, осуществляемой без использования средств автоматизации, должны обособляться от иной информации, в частности путем фиксации их на отдельных материальных носителях персональных данных (далее - материальные носители), в специальных разделах или на полях форм (бланков). При фиксации персональных данных на материальных носителях не допускается фиксация на одном материальном носителе персональных данных, цели обработки которых заведомо не совместимы. Для обработки различных категорий персональных данных, осуществляемой без использования средств автоматизации, для каждой категории персональных данных должен использоваться отдельный материальный носитель.

**6. АКТУАЛИЗАЦИЯ, ИСПРАВЛЕНИЕ, УДАЛЕНИЕ И УНИЧТОЖЕНИЕ ПЕРСОНАЛЬНЫХ ДАННЫХ, ОТВЕТЫ НА ЗАПРОСЫ СУБЪЕКТОВ НА ДОСТУП К ПЕРСОНАЛЬНЫМ ДАННЫМ**

6.1. В случае подтверждения факта неточности персональных данных Главное управление на основании сведений, представленных субъектом персональных данных или его представителем либо уполномоченным органом по защите прав субъектов персональных данных, или иных необходимых документов обязано уточнить в установленном законодательством порядке персональные данные либо в течение семи рабочих дней со дня представления таких сведений и снять блокирование персональных данных.

6.2. В срок, не превышающий семи рабочих дней со дня предоставления субъектом персональных данных или его представителем сведений, подтверждающих, что персональные данные являются неполными, неточными или неактуальными, Главное управление обязано внести в них необходимые изменения. В срок, не превышающий семи рабочих дней со дня представления субъектом персональных данных или его представителем сведений, подтверждающих, что такие персональные данные являются незаконно полученными или не являются необходимыми для заявленной цели обработки, Главное управление обязано уничтожить такие персональные данные. Главное управление обязано уведомить субъекта персональных данных или его представителя о внесенных изменениях и предпринятых мерах и принять разумные меры для уведомления третьих лиц, которым персональные данные этого субъекта были переданы.

6.3. Главное управление обязано прекратить обработку персональных данных в случаях:

выявления неправомерной обработки персональных данных в срок, не превышающий трех рабочих дней с даты этого выявления;

отзыва субъектом персональных данных согласия на обработку его персональных данных;

достижения цели обработки персональных данных и уничтожить персональные данные в срок, не превышающий тридцати дней с даты достижения цели обработки персональных данных. В случае отсутствия возможности уничтожения персональных данных в течение указанного срока Главное управление осуществляет блокирование таких персональных данных и обеспечивает уничтожение персональных данных в срок не более чем шесть месяцев, если иной срок не установлен федеральными законами.

6.4. При достижении целей обработки персональных данных, а также в случае отзыва субъектом персональных данных согласия на их обработку персональные данные подлежат уничтожению, если:

иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных;

Главное управление не вправе осуществлять обработку персональных данных без согласия субъекта персональных данных на основаниях, предусмотренных Федеральным законом «О персональных данных» или иными федеральными законами;

иное не предусмотрено иным соглашением между Главным управлением и субъектом персональных данных.

6.5. Главное управление обязано сообщить в порядке, предусмотренном статьей 14 Федерального закона «О персональных данных», субъекту персональных данных или его представителю информацию о наличии персональных данных, относящихся к соответствующему субъекту персональных данных, а также предоставить возможность ознакомления с этими персональными данными при обращении субъекта персональных данных или его представителя либо в течение тридцати дней с даты получения запроса субъекта персональных данных или его представителя.

6.6. Главное управление обязано предоставить безвозмездно субъекту персональных данных или его представителю возможность ознакомления с персональными данными, относящимися к этому субъекту персональных данных.

Главное управление ведёт учет обращений субъектов персональных данных, фиксирует запросы субъектов персональных данных на получение персональных данных, а также факты предоставления персональных данных по этим запросам.

**7. ЗАКЛЮЧИТЕЛЬНЫЕ ПОЛОЖЕНИЯ**

9.1 Настоящая Политика является внутренним документом Главного управления, общедоступной и подлежит размещению на официальном сайте Главного управления <https://03.mchs.gov.ru/>.

9.2.Настоящая Политика подлежит изменению, дополнению в случае изменения законодательства Российской Федерации в сфере обработки и защиты персональных данных.

9.3. Контроль исполнения требований настоящей Политики осуществляется ответственным за организацию обработки персональных данных в Главном управлении.

9.4. Ответственность должностных лиц, имеющих доступ к персональным данным, за невыполнение требований норм, регулирующих правоотношения в сфере обработки и защиты персональных данных, определяется в соответствии с законодательством Российской Федерации и внутренними документами Главного управления.

1. Собрание законодательства Российской Федерации, 2006, № 31, ст. 3451; 2011, № 31, ст. 4701. [↑](#footnote-ref-1)
2. Официальный сайт Роскомнадзора России. [↑](#footnote-ref-2)
3. Собрание законодательства Российской Федерации, 2009, № 7, ст. 776. [↑](#footnote-ref-3)
4. Собрание законодательства Российской Федерации, 2002, № 1, ст. 3; 2019, № 31, ст. 4451. [↑](#footnote-ref-4)
5. Собрание законодательства Российской Федерации, 1994, № 32, ст. 3301; 2013, № 19, ст. 2327; 2017, № 14, ст. 1998. [↑](#footnote-ref-5)
6. Собрание законодательства Российской Федерации, часть первая, 1998, № 31, ст. 3824; часть вторая 2002, № 32,

   ст. 3340. [↑](#footnote-ref-6)
7. Собрание законодательства Российской Федерации, 1998, № 31, ст. 3823. [↑](#footnote-ref-7)
8. Собрание законодательства Российской Федерации, 2006, № 31, ст. 3448; 2019, № 12, ст. 1221. [↑](#footnote-ref-8)
9. Собрание законодательства Российской Федерации, 2010, № 31, ст. 4179; 2019, № 14, ст. 1461. [↑](#footnote-ref-9)
10. Собрание законодательства Российской Федерации, 2004, № 31, ст. 3215; 2019, № 18, ст. 2223. [↑](#footnote-ref-10)
11. Собрание законодательства Российской Федерации, 2003, № 22, ст. 2063. [↑](#footnote-ref-11)
12. Собрание законодательства Российской Федерации, 2016, № 22, ст. 3089; 2018, № 32, ст. 5100. [↑](#footnote-ref-12)
13. Собрание законодательства Российской Федерации, 1998, № 13, ст. 1475; 2019, № 22, ст. 2673. [↑](#footnote-ref-13)
14. Собрание законодательства Российской Федерации, 2008, № 52, ст. 6228; 2019, № 30, ст. 4153. [↑](#footnote-ref-14)
15. Собрание законодательства Российской Федерации, 2006, № 19, ст. 2060; 2018, № 53, ст. 8454. [↑](#footnote-ref-15)
16. Собрание законодательства Российской Федерации, 1994, № 35, ст. 3648. [↑](#footnote-ref-16)
17. Собрание законодательства Российской Федерации, 1994, № 35, ст. 3649. [↑](#footnote-ref-17)
18. Собрание законодательства Российской Федерации, 1998, № 7, ст. 799. [↑](#footnote-ref-18)
19. Собрание законодательства Российской Федерации, 2011, № 48, ст. 6724; 2019, № 22, ст. 2675. [↑](#footnote-ref-19)
20. Собрание законодательства Российской Федерации, 2012, № 7598; 2019, № 30, ст. 4134. [↑](#footnote-ref-20)
21. Собрание законодательства Российской Федерации, 1998, № 13, ст. 1474. [↑](#footnote-ref-21)
22. Собрание законодательства Российской Федерации, 2011, № 19, ст. 2717; 2017, № 9, ст. 1281. [↑](#footnote-ref-22)
23. Собрание законодательства Российской Федерации, 2005, № 23, ст. 2242; 2019, № 30, ст. 4291. [↑](#footnote-ref-23)
24. Собрание законодательства Российской Федерации, 2005, № 6, ст. 439; 2017, № 37, ст. 5506. [↑](#footnote-ref-24)